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Computing is storing, processing and presenting information by electronic means. Pupils need to use computing in schools:

to enhance and extend learning

to gain confidence and the capability to use computing in later life. 
The use of computers and other tools will be incorporated into every curriculum area so that it becomes a working tool in the classroom and that its application arises naturally through classroom activities. It enriches the wider curriculum by providing opportunities for both individual and collaborative learning. Computing is not only a subject in its own right but is a means of enhancing teaching and learning and proves to be a strong motivator for all children. It may be a tool by which children with emotional, physical or communication difficulties may fulfil their potential.

The purpose of this policy is to:

ensure appropriate access and equal opportunity for use by all pupils

ensure continuity and progression in children’s learning

examine teaching and learning strategies

identify skills, concepts and attitudes to be achieved

monitor and record pupils’ IT capability

ensure coherent management and support 

match provision against statutory requirements

inform staff, governors, parents and other interested parties

ensure awareness by all of e-safety issues

“Children and young people need to be empowered to keep themselves safe – this isn’t just about a top-down approach. Children will be children – pushing boundaries and taking risks. At a public swimming pool we have gates, put up signs, have lifeguards and shallow ends, but we also teach children how to swim.” Dr Tanya Byron Safer children in a digital world: The report of the Byron Review
Please Read this policy in-line with Annex C of Keeping Children Safe in Education 2020 updated January 2021
Aims and Objectives 

Computing is changing the lives of everyone. Through teaching computing we equip children to participate in a rapidly-changing world where work and leisure activities are increasingly transformed by technology. We enable them to find, explore, analyse, exchange and present information. We also focus on developing the skills necessary for children to be able to use information in a non discriminating and effective way. Computing skills are a major factor in enabling children to be confident, creative and independent learners.

The aims of Computing are to enable children:

· to develop Computing capability in finding, selecting and using information;

· to use Computing for effective and appropriate communication;

· to monitor and control events both real and imaginary;

· to apply hardware and software to creative and appropriate uses of information;

· to apply their Computing skills and knowledge to their learning in other areas;

· to use their Computing skills to develop their language and communication skills;

· to explore their attitudes towards Computing and its value to them and society in general. For example, to learn about issues of security, confidentiality and accuracy

· to use Computing to access the global community and develop an awareness of world citizenship 

· to include their parents in their learning through sharing ideas, successes, homework, performances etc 

Teaching and Learning Style

As the aims of Computing are to equip children with the skills necessary to use technology to become independent learners, the teaching style that we adopt is as active and practical as possible. We do give children direct instruction on how to use hardware or software to enable them to use the computers effectively when studying other aspects of the curriculum. The main emphasis of our teaching in Computing is for individuals or groups of children to use computers to help them in whatever they are trying to study. So, for example, children might research a history topic by using the Internet. Children who are learning science might use the computer to model a problem or to analyse data. We encourage the children to explore ways in which the use of Computing can improve their results, for example, how a piece of writing can be edited or how the presentation of a piece of work can be improved by moving text about etc. Children will also have the opportunity to design projects on the computer.
We recognise that all classes have children with widely differing Computing abilities. This is especially true when some children have access to Computing equipment at home, while others do not. We provide suitable learning opportunities for all children by matching the challenge of the task to the ability and experience of the child. We achieve this in a variety of ways, by:

· setting common tasks which are open-ended and can have a variety of responses;

· setting tasks of increasing challenge (not all children complete all tasks);

· using classroom assistants, when available, to support the work of individual children or groups of children.

Computing Curriculum Planning

Glenfall Primary School approaches computing through a well rounded curriculum, including coding, word processing and other software skills. Computing skills are taught in context through the topics studied in the various classes. We continue to adapt the scheme as technology advances to allow children to access the widest possible computing curriculum. This is applied in all areas of the curriculum, both core and non-core.
The Computing subject leader works in conjunction with colleagues in each year group.  Our long-term computing plan shows how skills and wider understanding are distributed across the year groups. 

Our medium-term plans are developed by the teachers and IT coordinator themselves based on topics and skills needing to be covered. These detail coverage for each term. They identify the key learning objectives for each unit of work. The Computing subject leader reviews these plans and advises teachers as necessary. 

The class teacher is responsible for writing the short-term plans including the computing component where appropriate. The class teacher keeps these individual plans and s/he and the computing subject leader often discuss them on an informal basis.

The topics studied in computing are planned to build upon prior learning. While we offer opportunities for children of all abilities to develop their skills and knowledge in each unit, we also build planned progression into the scheme of work, so that the children are increasingly challenged as they move up through the school. 
Foundation Stage

We teach Computing in Reception as an integral part of the topic work covered during the year. As the reception class is part of the Foundation Stage of the National Curriculum, we relate the computing aspects of the children’s work to the objectives set out in the Early Learning Goals (ELGs) which underpin the curriculum planning for children aged three to five. Throughout the year the children gain experience using a variety of computing equipment. 

Teaching Computing to Children with Special Educational Needs

At Glenfall we teach computing to all children, whatever their ability. Computing forms part of the school curriculum policy to provide a broad and balanced education to all children. We provide learning opportunities that enable all pupils to make progress. We do this by setting suitable learning challenges and responding to each child’s different needs. 

At Glenfall we use specific software designed to help children with special needs. This is used within specific special needs sessions and differentiated work within the classroom. 

We enable pupils to have access to the full range of activities involved in learning computing skills. 

All pupils are given the opportunity to develop their skills through more challenging problem solving, open ended tasks where they need to be able to combine cross curricular skills through a variety of IT tools. 

Assessment and Recording

Teachers assess children’s work in computing by making informal judgements as they observe them during lessons. On completion of a piece of work, the teacher comments on it to the child as necessary. 

The computing subject leader reviews their subject with their link governor biannually to ensure the subject is as up to date as possible and feedback on general findings is given as part of the subject MER cycle to inform future planning and development of the subject. 

Resources

Glenfall school has Internet access for computers in the suite and classrooms. All software used on the network is loaded onto the server therefore there is no need for this software to be accessible to anyone other than the network manager. All software has been cross referenced to allow staff to know which software would be most suitable for the various topics covered. An interactive whiteboard plus projector is available in every classroom. Wi-Fi has been installed throughout the school including the music room
Along with the computers, the school has the following:-
Hardware

· Networked A4/A3 Colour Printer
· Scanner

· Digital Cameras
· Electronic Keyboards
· Listening Centres
· Control Interface With Buzzers Etc.
· Interactive Whiteboards
· Projectors
· Cctv Camera In Y5 & 6 Cloakroom To Monitor Activities
· Pcs And An Mini Apple Ipads For Class Teachers
· Digital Keyboards
· Visualisers
· Digital Microscope
· Monitor In Entrance Lobby For School Photos
· Monitoring Equipment
· Talking Tins And Talking Labels
· Talking Wallet Book For Reception

· MP3 Microphones
· 4 Laptops – Head & Hall

· 1 Digital Projector

· 1 Screen

· Speakers & System

Software
· A Word Processing Packages
· Painting/Drawing Software
· A Music Composition Packages
· A Multimedia Programme;
· Spreadsheets/Database Programmes;
· Control Programmes;
· Simulations;
· CD-Roms.
· SEN Programs
· Its Learning VLE Including Survey Tools Etc, Software Packages For All Sectors Of The School
· Online Subscription Software
· SEN Programmes
E-mail

Educationally, e-mail can offer significant benefits including; direct written contact between schools on different projects, be they staff based or pupil based, within school and with parents or international. 

Monitoring and Review

The monitoring of the standards of the children’s work and of the quality of teaching in Computing is the responsibility of the IT subject leader and class teachers. The Computing subject leader is also responsible for supporting colleagues in the teaching of computing, for keeping informed about current developments in the subject and for providing a strategic lead and direction for the subject in the school. The computing subject leader gives the head teacher a bi- annual summary report in which s/he evaluates the strengths and weaknesses in the subject and indicates areas for further improvement in line with the schools MER cycle with a written report presented at Full Governing Body meetings.
E-Safety 

Roles and Responsibilities

As E-Safety is an important aspect of strategic leadership within the school, the Head and Governors have ultimate responsibility to ensure that the policy and practices are embedded and monitored.  The named E-Safety Coordinator in this school is Mr Mitchell who has been designated this role as Head Teacher.  All members of the school community have been made aware of who holds this post.  It is the role of the E-Safety Coordinator to keep abreast of current issues and guidance through organisations such as Becta, CEOP (Child Exploitation and Online Protection) and Childnet.

Senior Management and Governors are updated by the Head, and all governors have an understanding of the issues and strategies at our school in relation to local and national guidelines and advice.

This policy, supported by the school’s acceptable use agreements for staff, governors, visitors and pupils, is to protect the interests and safety of the whole school community. It is linked to the following mandatory school policies: child protection, health and safety, home–school agreements, and behaviour/pupil discipline (including the anti-bullying) policy and PSHCE. 
E-safety in the Curriculum

Computing and online resources are increasingly used across the curriculum.  We believe it is essential for E-safety guidance to be given to the pupils on a regular and meaningful basis.  E-safety is embedded within our curriculum and we continually look for new opportunities to promote E-safety.

· The school provides opportunities within a range of curriculum areas to teach about E-safety. Also specific internet safety skills are addressed through Computing lessons, PSHCE and assemblies based on the CEOP and other E-safety sites. 
· Educating pupils on the dangers of technologies that maybe encountered outside school is done informally when opportunities arise and as part of E-safety awareness.

· Pupils are made aware of the relevant legislation when using the internet such as data protection and intellectual property which may limit what they want to do but also serves to protect them.

· Pupils are taught about copyright and respecting other people’s information, images, etc through discussion, modelling and activities.

· Pupils are aware of the impact of online bullying and know how to seek help if they are affected by these issues.  Pupils are also made aware of where to seek advice or help if they experience problems when using the internet and related technologies; i.e. parent/carer, teacher/ trusted staff member, or an organisation such as Child Line.
· Pupils are taught to critically evaluate materials and learn good searching skills through cross curricular teacher models, discussions and via the IT curriculum 

E-Safety Skills Development for Staff

· Our staff receive regular information and training on E-safety issues in the form of information through discussions and inset training

· New staff receive information on the school’s acceptable use policy as part of their induction.

· All staff have been made aware of individual responsibilities relating to the safeguarding of children within the context of E-safety and know what to do in the event of misuse of technology by any member of the school community (incident reported and added to CPOMS).
·  All staff are encouraged to incorporate E-safety activities and awareness within their curriculum areas.

Managing the School E-safety Messages

· We endeavour to embed E-safety messages across the curriculum whenever the internet and/or related technologies are used.

· E-Safety is reiterated to the pupils throughout the school year.
·  E-safety posters will be prominently displayed.(Appendix A)

Sanctions

· Violations of the rules listed in the Internet Acceptable Agreement forms will result in a temporary or permanent ban on Internet use.

· Names will be added to the E-safety Incident Log. 
· Additional disciplinary action may be added in line with existing practice on inappropriate language or behaviour. When applicable, police or local authorities may be involved.

Acceptable Use Policy

Security

Each individual is responsible for the security and use of their username and password when using software such as Times Table Rock Stars etc. You are not allowed to use the account, username or password of any other user. You must not disclose your username or password to anyone else. 

Rules for Interne Use

Key Stage 1 and Foundation Stage

	
Think then Click

	These rules help us to stay safe on the Internet 
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	We only use the internet when an adult is with us
	

	
	We can click on the buttons or links when we know what they do.
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	We can search the Internet with an adult.
	

	
	We always ask if we get lost on the Internet.
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	We can send and open emails together.
	

	
	We can write polite and friendly emails to people that we know.
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Key Stage 2

	Think then Click

	These e-safety rules help us to stay safe on the Internet and on the school system 

	· We ask permission before using the Internet.

· We only use websites that an adult has chosen.

· We tell an adult if we see anything we are uncomfortable with.

· We immediately close any webpage we not sure about.

· We only e-mail people an adult has approved.

· We send e-mails that are polite and friendly.

· We never give out personal information or passwords.

· We never arrange to meet anyone we don’t know.

· We do not open e-mails sent by anyone we don’t know.

· We do not use Internet chat rooms.




Every action you make within the school is Logged and can be displayed or printed out as evidence of the activities that you have undertaken using school resources, this evidence will be used to support any sanctions imposed.

Role of teachers and senior managers
As in the classroom, teachers are responsible for monitoring submissions by pupils to the internet to ensure that this policy and the school's code of conduct are adhered to. Breaches shall be subject to the usual school sanctions and procedures. All teachers shall ensure that monitoring is carried out regularly.

Appendices:-

Smile & Stay Safe Poster

Acceptance Use Agreement

E Safety & Rules Pupil / Parent Consent

Appendix A
Smile and Stay Safe Poster
E-Safety Rules to be displayed next to all PCs in school

 SHAPE  \* MERGEFORMAT 


      and stay safe 

Staying safe means keeping your personal details private, such as full name, phone number, home address, photos or school. Never reply to ASL (age, sex, location) 

Meeting up with someone you have met online can be dangerous. Only meet up if you have first told your parent or carer and they can be with you. 

Information online can be untrue, biased or just inaccurate. Someone online my not be telling the truth about who they are - they may not be a ‘friend’ 

Let a parent, carer, teacher or trusted adult know if you ever feel worried, uncomfortable or frightened about something online or someone you have met or who has contacted you online. 

Emails, downloads, IM messages, photos and anything from someone you do not know or trust may contain a virus or unpleasant message. So do not open or reply.
Appendix B
Glenfall Acceptable Use Agreement: Staff, Governors and Visitors

IT (including data) and the related technologies such as e-mail, the internet and mobile devices are an expected part of our daily working life in school.  This policy is designed to ensure that all members of staff are aware of their professional responsibilities when using any form of IT.  All staff members are expected to sign this policy and adhere at all times to its contents.  

· I will only use the school’s email / Internet / Intranet / Learning Platform and any related technologies for professional purposes or for uses deemed ‘reasonable’ by the Head or Governing Body.

· I will comply with the IT system security and not disclose any passwords provided to me by the school or other related authorities

· I will ensure that all electronic communications with pupils and staff are compatible with my professional role.

· I will not give out my own personal details, such as mobile phone number and personal e-mail address, to pupils. 

· I will only use the approved, secure e-mail system for any school business.

· I will ensure that personal data (such as data held on MIS software) is kept secure and is used appropriately, whether in school, taken off the school premises or accessed remotely.  

· I will not install any hardware of software onto network without permission of Anthony Mitchell
· I will not browse, download, upload or distribute any material that could be considered offensive, illegal or discriminatory. 
· Images of pupils and/ or staff will only be taken, stored and used for professional purposes inline with school policy and with written consent of the parent, carer or staff member.  Images will not be distributed outside the school network without the permission of the parent/ carer, member of staff or Headteacher.

· I understand that all my use of the Internet and other related technologies can be monitored and logged and can be made available, on request to the Headteacher.  

· I will respect copyright and intellectual property rights.

· I will ensure that my online activity, both in school and outside school, will not bring my professional role into disrepute.

· I will support and promote the school’s e-Safety and Data Security policies and help pupils to be safe and responsible in their use of IT and related technologies. 
User Signature

I agree to follow this code of conduct and to support the safe and secure use of IT throughout the school

Signature …….………………….………… Date ……………………

Full Name ………………………………….........................................(printed)

Job title……………………………………………………………………
Appendix C
	


Glenfall’s

E-Safety  Rules

All pupils use computer facilities including Internet access as an essential part of learning, as required by the National Curriculum.  Both pupils and their parents/carers are asked to sign to show that the E-Safety Rules have been discussed, as a family, understood and agreed.

	Pupil: 
	Year: 

	Pupil’s Agreement

· I have read and I understand the school e-Safety Rules. 

· I will use the computer, network, mobile phones, Internet access and other new technologies in a responsible way at all times.   

· I know that Internet access may be monitored. 

	Signed: 
	Date: 

	Parent’s Consent for Web Publication of Work and Photographs

I agree that my son/daughter’s work may be electronically published.  I also agree that appropriate images and video that include my son/daughter may be published subject to the school rule that photographs will not be accompanied by pupil names.

Parent’s Consent for Internet Access

I have read and understood the school e-safety rules and give permission for my son / daughter to access the Internet.  I understand that the school will take all reasonable precautions to ensure that pupils cannot access inappropriate materials but I appreciate that this is a difficult task.  

I understand that the school cannot be held responsible for the content of materials accessed through the Internet.  I agree that the school is not liable for any damages arising from use of the Internet facilities. 

	Signed: 
	Date: 

	Please print name: 

	Please complete, sign and return to the school office
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